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Everywhere you look, people are
talking about THE CLOUD

A nontechnical explanation of the Cloud 
(and how it’s different than on-premise)

Ways you might already be using the Cloud 
(even if you don’t realize)

Why Cloud is a better option than on-premise
(and what the heck that means)

Cloud trends that look to change the way
business operates in the coming decade

For everyday professionals, these big claims can be a little tough to believe:

Why would something supposedly so important have a silly name like,
“The Cloud”, and why is it so hard to understand, anyway?

If you’d like to have a better working understanding of the Cloud that
doesn’t drown you with boring technical details, then this E-Book is the guide
for you. In it, we’ll cover:
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all that computing power is coming
from servers that someone else
owns, manages, and maintains.

THE CLOUD

Instead, all the brains and brawn (computing power) required to run Cloud technologies is
somewhere else. Where exactly doesn’t usually matter, which is why people just say it’s
running in “the Cloud.” But if you really want to know: 

So if these technologies aren’t relying on your computer
or your servers, how are they operating at all? 

— In Regular Language



THE CLOUD

Before the Cloud was a thing, your business would’ve run all its business applications using
computing power available at your place of work, or on premises. Your individual PCs ran
Word and Excel (which is why they got super slow when you had too many applications
running). Your servers took care of the big stuff, like the behind-the-scenes applications that
make your business tick.

With the Cloud, you no longer have to worry about all that. The computing power is
someone else’s problem; 

you simply pay your Cloud
provider for the resources you
need and keep your focus on
the work in front of you.

Differs from On Premises
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operating on premise is kind of like buying a car (probably an older one) and doing all the
maintenance, repairs, and upgrades yourself. You either pay to keep a mechanic (an IT staff)
around, or you learn everything about maintaining that vehicle so you can do it yourself. And if
a really big issue pops up, you might  pay for a tow (a specialist to come and fix it).

you get the latest technology and features, someone else handles the maintenance, and if it
breaks down, it’s someone else’s problem entirely.

everyone knows that a high-end lease is way more expensive than buying outright, and
that isn’t exactly the case with the Cloud.

Think of it this way: 

But operating in the Cloud
is kind of like a high-end lease:

This illustration isn’t perfect: 
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Now that we’ve gotten a basic definition and understanding of the Cloud vs. on premise, let’s talk
about how and where you’re almost certainly already using it.

Like we mentioned earlier, if you open your internet browser and log into any particular tool or service
to get work done, you’re operating in the Cloud.

Every time you do work in an online Word document (in Microsoft 365) or a Google Doc (in Google
Workspace), your computer isn’t actually doing the work. 

(OK, technically, it’s doing a little: it has to handle rendering what actually shows up on your screen.)

That’s running on a Google server somewhere.

Even some desktop applications are actually sneaky cloud apps: they look and feel like they’re
running locally, but behind the scenes, they’re doing exactly what your browser-based apps
do.

One example of this: Adobe Creative Cloud. Adobe’s Creative Suite has long been a standard
in creative industries, and it’s always been an obnoxious resource hog. It took up all the
oxygen in the room, leaving no computing power for the rest of what you needed to do. 

You’re Already Us﻿ing THE CLOUD

But any computation necessary to make that work happen? 

But now, with Adobe Creative Cloud, most of that
computing doesn’t happen on your computer, it
happens on a server somewhere else and is
delivered to your computer via the internet.



The reasons why mostly come back to lower complexity, higher scalability and
capability, and (often) lower, or at least more predictable, costs.
 
But benefits aren’t the only factor here. Sticking with an on-premises setup is
increasingly becoming a liability. These are just a few reasons. 

On-Premise

We’ll be the first to admit that there’s a little too much marketing hype about the Cloud:
if you turn to the Cloud, we doubt every single problem your business has ever faced will
instantly be solved.

But for most businesses — especially those with a lower level of technical expertise and/or a
higher rate of growth — the Cloud makes all sorts of sense.

Is Becoming a Liability
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those TV and movie shots of spies
navigating endless rows of server
racks aren’t too far from reality.

Physical 
and Disaster Risk

A physical mistake damaging hardware
(impact damage, water damage, etc.)

An intentional act of sabotage

Business espionage

Natural disaster
(flooding, fire, earthquake damage, etc.)

First, organizations face a much higher risk of physical damage to
on-premises servers. This damage could happen numerous ways:

Each of these could happen at a Cloud provider’s data center, too,
but the risks are much lower. Cloud providers typically back up
data, keeping multiple instances in multiple places (though you
should be sure to know what your provider’s policies are 
on this!).
 
Not to mention, it would be logistically much more difficult to
intentionally sabotage or steal your business’s data at a Cloud
data center:
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Last, on-premises deployments tend to be more vulnerable in several ways. Even highly
technical companies with large IT departments rarely if ever maintain the same level of
competence and cutting-edge technology as Google, AWS, and other massive Cloud
providers.

Put simply, do you trust your IT security team (if you have one)

more than Google’s? (Hint: you probably shouldn’t!)

On-premise deployments also age poorly: a server with Windows Server 2012 could be just
as old and might not even be capable of upgrading, even though Server 2012 is reaching
end of life. 

While it’s possible to work remotely in an on-premise environment (many businesses did
exactly this during the early days of COVID), it isn’t ideal. Accessing on-premise resources is
complicated and resource-intensive. Accessing resources in the Cloud is arguably the same
experience no matter where people are.

Cloud servers are on a much shorter upgrade cycle: 
Google and AWS (and the rest) aren’t going to wait around for a server
to get that outdated. By maintaining a modern server fleet (that can
handle the latest OS and security updates), Cloud providers are
inherently more secure.

Remote Work Challenges

Vulnerability



Cloud
As the Cloud continues to evolve, certain business trends are
coming soon — or are already in progress.

First, businesses are using the Cloud to scale up and down faster
and more easily than would  ever be possible on-premise. Need
more computing power? It’s as simple as a few clicks (and could 
even be automatic). With on-premise, once you max out your
servers you literally can’t get any more power without procuring
another one — something that costs a lot and takes weeks if
not months.

We’re also entering an era of what some would call Cloud
inevitability: for all but the largest and most 
technically competent businesses, a move to the Cloud seems
nearly inevitable. Some business tools (Intuit QuickBooks for
one) are pouring all their development budget into their Cloud
products and leaving their on-premise versions to wither on the
vine.
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Moving to the Cloud is a strategic
decision for most businesses, but it
pays to make sure your business is
ready for that move. 


